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INTRODUCTION Dimensional Drawing

Introduction

The isHMuxGate is an Ethernet gateway for the connection of RS485-HART multiplexers to an Ethernet network.
The gateway translates from the Ethernet HART-IP protocol into the RS485 protocols of different multiplexer vendors.

Dimensional Drawing
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INTRODUCTION Factory Reset

It may happen that a user needs to reset all settings to factory
default. For example someone changed the IP address or the
password and did not remember. Or the IP address was set to
DHCP and there is no DHCP service available. In all these cases the
user can reset the hardware back to firmware defaults by using
the reset button. This button is located behind a small hole next
to the RJ45 connector.

As a result of a firmware reset, the gateway will have its default
IP address 192.168.0.10 and all other settings are back to factory
default.



INTRODUCTION Technical details

Technical details

Order code 14400-0101

Processor ATSAMA5D27C

RAM 64 MByte or 128 MByte
Flash 256 MByte

Ethernet: 10 Mbit/s — 100 Mbit/s

Transmission rate . . .
RS-485: 9,6 kBit/s, 19,2 kBit/s, 38,4 kBit/s

Power supply 10,8V .. 30V DC

Power consumption 50maA (typ. at 24V DQ)
Galvanic isolation yes

Protection class IP20

Body material Polyamide

Dimensions (L x W x H) 114,5mm x 99mm x 22,5mm
Weight approx. 110g

Operating temperature -40 .. 70°C

Storage temperature -40 ..85°C
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Connection of one or more Multiplexers
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HARDWARE INSTALLATION

Hardware installation

Safety instructions

f Installation notes

Installation, operation and maintenance must be made by qualified personnel only and in accordance
with your local and national technical regulations and safety directives.

Do not repair the device yourself, but replace it with an equivalent device. Repairs may be performed

by the manufacturer only.

The manufacturer is not legally responsible for damage resulting from failure to comply.

Safety instructions
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HARDWARE INSTALLATION Specific conditions of use | Electrical installation

Specific conditions of use

The equipment shall be installed in an enclosure that provides a degree of protection not less than IP 54 in accordance
with IEC/EN 60079-15 and that have been considered to be not accessible in normal operation without the use of a tool.

Transient protection shall be provided that is set at a level not exceeding 140 % of the peak rated voltage value at the
supply terminals to the equipment.

The gateway must be mounted vertically on a 35mm DIN rail.
The gateway isHMuxGate is an open system and in accordance with UL/CSA approval an “open type.”

The gateway have to be installed in a control cabinet, appropriate housing or a closed electrical operation room
accessible only to authorized maintenance staff.

Electrical installation
Before installation of the modules and wiring make sure that the system is off power.
To supply the modules only power supplies with a secure electrically isolated extra-low voltage (SELV) may be used.

Cable entries and field wiring must be suitable for an operating temperature of at least +20°C above ambient.
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Web interface

Configuration of the IP address

WEB INTERFACE Configuration of the IP adress

The default address of the gateway is: 192.168.0.10 subnet
mask 255.255.255.0 Use your favorite browser to go the

IP Address of your isHMuxGate. You should see this website.
This is an overview over the current status.

Click on , Network Settings” and you will get to
the configuration mask.

Here you can change the Hostname, the IP Address,

the subnet mask and the default Gateway.

You can also choose to set the IP Address manually or with
your DHCP Server. Pressing the Submit button applies the
changes and restarts the gateway.
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WEB INTERFACE Update of the Firmware | Soft-Restart

Update of the Firmware

If a new firmware is available for your device
you can flash it using the web interface. Go
to the Menu Firmware and select the file you
want to flash. Click the Upload button and
wait until a confirmation appears that the
upload was successful.

After the successful update, the isHMuxGate
must be restarted by using the Restart-
function in the Web interface.

Soft-Restart

To restart the gateway, go to the Restart menu and
press the button Reboot.
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WEB INTERFACE Password protection

Password protection

To enable a global password protection for the
isHMuxGate web interface, click on the Pass-
word menu on the left. Activate the Password
protection by clicking in the checkbox. Enter
your password and repeat it in the field below.

Click Apply to confirm your settings.

Please note, that the username is always admin
and can not be changed.
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License key

WEB INTERFACE License key

In the standard version the isHMuxGate is capable of connecting
one single HART multiplexer to an HART-IP network.
In order to connect more than one HART multiplexer to an

HART-IP network, an additional license is required (see next page).

It is possible to order the gateway together with the license,
then this functionality is already enabled.

But it is also possible to purchase the gateway in the standard
version and - when needed - to purchase the license key at a later
time. The user can then enter the license key into the web page
and enable additional features, i.e. enable support of more than

one multiplexer connected to the gateway.
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WEB INTERFACE Standard and Additional License key

Standard and Additional License key

Standard license: Additional license:
connecting one single HART multiplexer to an HART-IP network connecting more than one HART multiplexer to an HART-IP network
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Mux-Mode

RS 485 Settings

WEB INTERFACE Mux-Mode | RS 485 Settings

Usually the isHMuxGate translates all the protocols of different
HART multiplexers into HART-IP.

But it is also possible to disable the HART-IP protocol. In the
transparent mode all the gateway does is to forward all incoming
characters received on TCP side to RS485 and vica versa.

On this page the user can set the baud rate on the
RS485 connection to the HART multiplexers.
Furthermore the user can select the address range
of the HART multiplexers.
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Device List Settings

The isHMuxGate keeps track of all HART instruments wired to
the connected HART multiplexers.

The user can select between single drop and multidrop but he
can also disable searching for HART devices at all.

Note: if disabled, then no HART devices can be shown in the
device list (see chapter ,,Device List” on page 20).

WEB INTERFACE

Mux Types

Device List Settings | Mux Types

The isHMuxGate contains a list with known HART multiplexers.

If necessary additional HART multiplexers can be added to this
list. In order to do so, the user needs to enter the Expanded

Device Type ID and select the protocol which the multiplexer is
using on RS485 for communication.
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Multiplexer List

WEB INTERFACE Multiplexer List

On this page the isHMuxGate
shows all HART multiplexers
connected to this gateway.

The number of multiplexers
shown here depends on the
»~Multiplexer search range”

in the RS485 settings

(see chapter 3.7 ,RS485 Settings”
on page 17).

In this multiplexer list the user can select, which of these multi-
plexers to use for HART-IP communication by ticking the boxes in
the , Active” column. In the standard version the user can select
only one RS485 multiplexer. If using the license key, then the user

can select multiple multiplexers.

Every multiplexer has its own HART-IP port assigned. HART-IP
clients can connect to the multiplexers by using these port num-
bers as shown in the ,,HolP port” column. Additionally the user
can select the multiplexer that the HART-IP standard port 5094 is
related to.

19



Device List

WEB INTERFACE

On this page the isHMuxGate shows
the HART devices currently connected
to the HART multiplexers.

Device List
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INTEGRATION INTO THE ABB FIM

Integration into the ABB FIM

Setup Installation

The hardware supplied also includes a USB stick containing the necessary installation files (zip.).
In the first step, please install the following program file after unpacking: “HMUXGate FDI CommServer Setup.msi”.

Setup Installation

Please check the correct installation of the HMuxGate CommunicationServer on your computer.
The HMuxGate CommunicationServer is displayed under Services. (Status = running / Starttype = automatic)
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Manage Certificates

Start the ABB Field Information Manager
Open the settings and select “CLIENT/SERVER SETTINGS":

INTEGRATION INTO THE ABB FIM Manage Certificates

Select the “Own Certificate” tab and mark the “ABB Field Informa-
tion Manager” certificate, then click on the upload icon.

Store the certificate on the desktop, for example:
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Now copy the certificate from the desktop and into the directory:
C:\ProgramData\Thorsis Technologies\HMuxGateFdiCommServer\TrustedCertificates:

Copy the certificate from the HMuxGate FDI CommServer from the directory:
C:\ProgramData\Thorsis Technologies\HMuxGateFdiCommServer\CertificateStore\certs:

And place it on the desktop, for example:

INTEGRATION INTO THE ABB FIM

Manage Certificates
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Open the FIM settings and select “CLIENT/SERVER SETTINGS”

INTEGRATION INTO THE ABB FIM

The certificate has now been saved.

Manage Certificates

Select the , Trusted Certificates” tab and select the ,+" symbol on the
left and then choose the ,,HMuxGateFdiCommServer” certificate from
the desktop:

And confirm with ,ADD"
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INTEGRATION INTO THE ABB FIM

Installation of FDI Packages
After installing the certificates, start the ABB FIM to add the two packages supplied on the stick to the device catalog.

¢ Thorsis.HartlpMultiplexerFimlet.1.0.5.fimlet
e Thorsis.HMuxGate_FDI_Communication_Server.1.0.5.HART.fdix'

When FIM is started, Press the “Import” button:
open the device catalog:

Installation of FDI Packages

1
Version numbers in the file name may differ depending on the time of installation.
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Select the two files for the import:

INTEGRATION INTO THE ABB FIM Installation of FDI Packages

When the import is done, a message indicates the status:
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Adding the Communication Server

Close the device catalog and switch to Topology and
click the “Add Server” button in FIM's main window:

INTEGRATION INTO THE ABB FIM Adding the Communication Server

Click "OK" to confirm the successful addition of the Thorsis HART
MuxGate Communication Server.

Select the Thorsis HMuxGate Communication Server and set

the IP address to “localhost”. Confirm the entry with “ADD".
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The Thorsis HMuxGate server can now be seen in TOPOLOGY:

Right-click to open the window “DEVICE SETTINGS"” WINDOW:

INTEGRATION INTO THE ABB FIM Adding the Communication Server

The “Add HMuxGate"” button must now be selected:

Enter the IP address of the Thorsis HMuxGate here:
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/2. INTEGRATION INTO THE ABB FIM 4.4 Adding the Communication Server




Start a hardware scan to detect connected devices and/or change
settings for the communication server:

INTEGRATION INTO THE ABB FIM Adding the Communication Server

The active HMuxGates and HART multiplexers are found and listed.
The connected HART devices are displayed under the modules.
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INTEGRATION INTO THE ABB FIM

You can then use the HART Device Package to parameterize or monitor the devices online

Adding the Communication Server
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FDT / HMUXGATE DTM

FDT/HMuxGate DTM

Setup Installation

The hardware supplied also includes a USB stick containing the necessary installation files (zip.).
In the first step, please install the following program file after unpacking: “HMUXGate DTMs Setup.msi”.

Setup Installation
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Start FDT Frame and update the device catalog

FDT/ HMUXGATE DTM

Start FDT Frame and update the device catalog
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FDT/ HMUXGATE DTM

Insert the HMuxGate

The FDT Frame Application PACTware is used in this manual as an example.
Once you have opened your FDT Frame Application and started a new project you can add the HMuxGate as device.

Insert the HMuxGate
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FDT/ HMUXGATE DTM

Before you can go online with the new device, you still need to enter the IP address of the isHMuxGate.
In order to do so, select the Parameter menu item from the context menu.

Insert the HMuxGate

35



FDT / HMUXGATE DTM

Enter the IP address

The DTM will automatically search the network for isHMuxGates.
If an HMuxGate is present in the network, it is displayed in the address bar of the parameter window.
If there is no isHMuxGate connected to the network, you can just enter the IP address manually into the address bar.

Enter the IP address
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For informational purposes you can press the button (Show Connected Multiplexers).
This will present a list of all HART multiplexers currently connected to the selected isHMuxGate.

FDT / HMUXGATE DTM

Enter the IP address

37



Topology Scan

With the help of the Topology scan, all connected multiplexers are displayed.
The modules/channels are also searched for connected devices.

FDT / HMUXGATE DTM

Topology Scan
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FDT/ HMUXGATE DTM

Offline view and Online view

If the appropriate device DTM is installed, you can work with the device DTM offline or online as usual.

Offline view and Online view
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